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Abstract We describe a parallel algorithm for extending a small domain
hash function to a very large domain has function. Our construction can
handle messages of any practical length and preserves the security properties
of the basic hash function. The construction can be viewed as a parallel ver-
sion of the well known Merkle-Damgard construction, which is a sequential
construction. Our parallel algorithm provides a significant reduction in the
computation time of the message digest, which is a basic operation in digital
signatures.
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